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Taking the mathematical model and reliability parameters of the microgrid into account, this paper has
proposed two vulnerability assessment indices (VAI) – weighted complex network structure parameters
and comprehensive operational sensitivity to set up a vulnerability assessment system. The microgrid
reconfiguration (MR) model is built with consideration of the grid-connected/island mode and the VAI.
A novel artificial physics optimization algorithm with a searching vector (SVAPO) is presented and
applied to minimize the system vulnerability. The technique has been successfully implemented on
CERTS and 38-bus microgrids to demonstrate the performance and effectiveness of the proposed method.
The results obtained are encouraging.
� 2014 The Authors. Published by Elsevier Ltd. This is an open access article under the CC BY-NC-ND license

(http://creativecommons.org/licenses/by-nc-nd/3.0/).
Introduction

Microgrid reconfiguration (MR) is aimed at optimizing the net-
work operation on the premise of meeting the basic requirement of
the bus voltage, feeder current as well as configuration of radial
network [1]. This paper addresses the purpose of achieving high
power quality of sensitive loads, improving the bus voltage profile,
and eliminating the overloads by adjusting the loads (including
interruptible loads and adjustable loads) and changing the open/
close status of sectionalizing switches, tie switches and the PCC
switch in the system.

A microgrid can be regarded as a supplement to the large power
grid, which is capable of improving the reliability and quality of
power supply. Because of its inherent vulnerability [2], the vulner-
ability assessment of microgrid aims at finding out the weak points
to enhance the system security and stability in order to guide the
MR later in terms of reducing loss, load balancing and power
restoration.

Microgrids are governed by droop control algorithms so they
can operate in an autonomous fashion. Conventionally, Lasseter
et al. [3] have suggested the real power–frequency droop control
and the reactive power–voltage magnitude droop as the control
strategies. In [4], a Q � _V droop control method with _V restoration
mechanism is proposed to improve reactive power sharing. Rowe
et al. [5] have introduced the concept of utilizing an arctan
function for the power–frequency droop profile in a microgrid.
Babazadeh and Karimi [6] have presented a new robust control
strategy characterized by a two-degree-of-freedom feedback–feed-
forward controller for an islanded microgrid.

Most researches about vulnerability assessment only focus on
the transmission network. In [7], a transmission vulnerability
assessment method based on the fault chain theory of security sci-
ence is proposed. The technique describes the cascading failure
process and its generic features according to a fault chain. In [8],
Ten et al. have presented a vulnerability assessment framework
to systematically evaluate the vulnerabilities of SCADA systems.
The proposed method is based on cyber systems embedded with
the firewall and password models. Carrión et al. [9] have suggested
network planners to select the new lines accounting for the
vulnerability of the transmission network. The vulnerability of
the transmission network is measured in terms of the expected
load shed. In [10] Yu et al. have used adequacy indices, the security
index probability of stability and integrated system vulnerability
as VAI. Overbye and DeMarco [11] defined a security measure to
indicate vulnerability based on an energy function for system mod-
els. In [12], Fouad et al. have presented the transient energy as a
tool of analysis. Chen et al. [13] proposed a novel method using
the line betweenness as the vulnerability index according to the
complex network theory. In [14], Ying Shao and Jilai Yu have pre-
sented another new method for vulnerability assessment based on
electrical dissection information.
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Notations

PCC point of common coupling
V⁄ nominal voltage set point
mpi, nqi active and reactive power static gain of ith DG
PGi, QGi three-phase injected active power of ith DG
xi output voltage frequency of ith DG
x⁄ nominal frequency set point
POi, QOi nominal active and reactive power of load i
a, b active and reactive power exponents
PLi, QLi active and reactive power of load i
Pa

i ;Q
a
i a phase active and reactive power at bus i

Ri resistance at line i
cos failure time probability of network topology
Vs vulnerability value of structure indices
Vo vulnerability value of operation indices
w1, w2, w3 weighted value of each operation index
ISVi vulnerability value of element i
ISV vulnerability value of the whole microgrid
NB number of buses
Vi voltage magnitude at bus i

Vsp
i specified voltage magnitude at busi

DV lim
i voltage deviation limit

NL number of lines

pli real power flow at line i
plim

li capacity of the line
sevfi frequency deviation judgment index
Xi feeder switch at line i
XPCC PCC switch
A incidence matrix of node-line
P vector of power flow
Vsp

o nominal deviation set of operation indices
D vector of load demand
gk set of current configuration
Gk set of radial configuration
N operation numbers of switch
Nmax maximum switching numbers allowed
xbest, xworst the position of best and worst adaptive value
vi,k speed vector of individual i in kth dimension
xi,k position vector of individual i in kth dimension
G gravitational constant
w inertia weight factor
k random number between 0 and 1

xu
k upper limit of position vector in kth dimension

xl
k lower limit of position vector in kth dimension
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Traditionally, the main objective of reconfiguration is dedicated
to minimize the total power loss. Due to the uniqueness of
microgrids, the conventional distribution system reconfiguration
is not totally suitable for the MR. In addition, much research are
only conducted on distribution system. Gonzáleza et al. [15]
proposed a method for computing the sensitivities of the state
variables with respect to switching operations and obtaining
estimations of voltages and power flow in the network. In [16],
Srinivasa Rao et al. have presented a new method to solve the net-
work reconfiguration problem in the presence of DG with an objec-
tive of minimizing real power loss and improving voltage profile in
distribution system. A meta heuristic Harmony Search Algorithm
(HSA) is used to simultaneously reconfigure. Zin et al. [17] have
put forward a new heuristic method to optimize the network based
on minimum branch current in the system. Malekpour et al. [18]
made a significant contribution to interactive fuzzy satisfying opti-
mization algorithm based on adaptive particle swarm optimization
(APSO) for the optimal reconfiguration plan. In [19], Zin et al. have
developed two hybrid heuristic methods for reconfiguration of the
radial electrical distribution system. A circular minimum branch-
current updating mechanism is proposed to pass the local opti-
mum points. Then, the best known configuration is obtained
according to a circular neighbor-chain updating technique.

This paper analyzes the network characteristics with the com-
plex network theory on the basis of the mathematical model and
power flow calculation of microgrid. Considering the reliability
and operational sensitivity of the bus and feeder, the vulnerability
assessment system of microgrid is proposed on the purpose of the
energy demand management and power quality for users. The
reconfiguration model aiming at minimum the total vulnerability
value is built. The algorithm is tested on CERTS and 38-bus microgr-
ids system and results obtained are compared with other methods.

The reminder of this paper is organized as follows. ‘Microgrid
and VAI modeling’ below provides the overviews of the microgrid
and VAI modeling. ‘Problem formulation’ describes the mathemat-
ical formulation of MR problem. The introduction of SVAPO and its
application in MR problem are explained in ‘Overviews of SVAPO
algorithm’. ‘Case study and results’ presents the test results and
‘Conclusions’ outlines the conclusion.
Microgrid and VAI modeling

A microgrid which contains a number of DGs of multiple energy
forms can provide heat or cool energy for users. It operates under
the islanded or grid-connected mode through the PCC switch. The
traditional researches have concentrated on the model of transmis-
sion network, in which the line resistance is much smaller than the
line reactance because of the high voltage level. However, the volt-
age level is low in distributed network, especially in a microgrid,
which is only several hundred volt. So the line characteristic in a
microgrid is different. Due to the high R/X ratio in a microgrid,
the traditional mathematical model proposed is not available
under this condition of X� R used in the transmission network.
So it is necessary to establish a novel model considering the char-
acteristics of the microgrid, in which the line resistance cannot be
ignored now.

DG Modeling

Different from traditional generators, the DG units with power
electronic converters and filtering devices connect into the micro-
grid with some control strategies [20]. Fig. 1 depicts the equivalent
circuit.

P ¼ ðEV=Z cos /� V2=ZÞ cos hþ EV=Z sin / sin h ð1Þ

Q ¼ ðEV=Z cos /� V2=ZÞ sin h� EV=Z sin / cos h ð2Þ

Because the system impedance is resistive and / is always so small,
this paper assumes Z = R, h = 0�, cos / = 1, sin / = /. So the active
and reactive powers can be decoupled. Fig. 2 illustrates the behav-
iors of P/Q in the polar plot [21].

From Fig. 2, the delivered active and reactive powers increase
with E. But the reactive power increase with / in the polar plot,
whereas the active power remains constant.

Under the grid-connected mode, the large power grid can be
treated as the slack bus, DGs can be equivalent to PQ, PV, and PI
bus. Under the islanded mode, there is no slack bus now, each
DG operates by droop strategies. Here the DGs’ model under the
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islanded mode is built below. So the output power of DGs can be
controlled by

PGi
¼ V�i � jVij
� �

=mpi ð3Þ

Q Gi ¼ x� �xið Þ=nqi ð4Þ
Load modeling

There are various forms of loads in a microgrid, i.e., industrial
loads, commercial loads and residential loads. The voltage depen-
dency of load characteristics can be modeled by the static load
models expressed as [22]

PLi ¼ POijVija ð5Þ

Q Li ¼ Q OijVijb ð6Þ
Power flow calculation

Correct power flow equations are the basis of operation and
reconfiguration under either operational mode [23–25].

Under the grid-connected mode, the large power grid can be
treated as the slack bus. If under the islanded mode, there is no
slack bus in the system now. The system frequency plays a role
as a communication medium between the different DG units.
DGs with the control strategy adjust their output power to ensure
the normal operation of microgrids [8].

Substituting with (7) and (9) in (8), the calculated active and
reactive power for phase a can be given as in (10), (11). Similar
equations can be extracted for phase b and c. The power flow equa-
tions can be expressed from (7)–(15):

Iabc
ij

h i
¼ Yabc

ij

h i
Vabc

ij

h i
ð7Þ

Sabc
i

h i
¼ Vabc

i

h i
Iabc
i;inj

h i�
ð8Þ
Fig. 2. Polar plot of the P/Q behaviors.

Fig. 1. Equivalent circuit of a microsource.
Iabc
i;inj ¼

Xnb

j¼1
j–i

Iabc
ij ð9Þ

Pa
i ¼

Xnb

j¼1
j–i

X
ph¼a;b;c

�
Va

i jY
aðphÞ�n
ij jV ðphÞ

i cos haðphÞ
ij þ /ðphÞ

i � /a
i

� �

� jVa
i jjY

aðphÞ�n
ij jV ðphÞ

j cos haðphÞ
ij þ /ðphÞ

j � /a
i

� ��
ð10Þ

Qa
i ¼

Xnb

j¼1
j–i

X
ph¼a;b;c

�
Va

i jY
aðphÞ�n
ij jV ðphÞ

i sin haðphÞ
ij þ /ðphÞ

j � /a
i

� �

� jVa
i jjY

aðphÞ�n
ij jV ðphÞ

i sin haðphÞ
ij þ /ðphÞ

i � /a
i

� ��
ð11Þ

0 ¼ Pabc
Li � Pabc

Gi þ Pabc
i x;Vabc

i ;Vabc
j ;/abc

i ;/abc
j

� �
ð12Þ

0 ¼ Q abc
Li � Q abc

Gi þ Pabc
i x;Vabc

i ;Vabc
j ;/abc

i ;/abc
j

� �
ð13Þ

0 ¼ Pa
Gi þ Pb

Gi þ Pc
Gi � PGi Vabc

i

� �
ð14Þ

0 ¼ Q a
Gi þ Q b

Gi þ Qc
Gi � Q GiðxÞ ð15Þ
Vulnerability index of structure parameters

The principle of the network topology can be described as fol-
lows: nodes stand for generators, loads and substations, and edges
stand for lines. Ri is introduced to be the weighted factor. The
shortest path is defined as the minimum sum path between a gen-
erator and a node, which can be expressed as:

Min
X
i2L

Ri ð16Þ

Choose betweenness B and cos to express the vulnerability indices of
structure parameters. Among them, the between-ness of nodes and
lines Bi can be presented as the minimum sum of the shortest path
going through node i or line i.

cos of element i can be defined as the ratio of the time out of
operation tos and total time Ts, which can be expressed as:
cos ¼ tos=Ts ð17Þ

The reason for choosing cos as the vulnerability index is that cos is
proportional to the vulnerability.

Vulnerability index of operation state

The operation vulnerability of a microgrid is described as the
ability to maintain the stability of network structure when one ele-
ment or some elements are out of operation. This paper chooses
bus voltage quality index-DI, line flow index-OL, and system fre-
quency-Sf as operation vulnerability indices.

DI index
A microgrid aims at providing diverse power quality for users.

Different kinds of bus have different power quality demand, espe-
cially the sensitive loads. For bus voltage, the DI is

DIi ¼ jVij � jVsp
i j

� �
=DV lim

i ð18Þ
OL index
The microgrid is designed based on the concept of the

system energy demand. Line flow index is used to guarantee
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Hierarchy judgment matrix.
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the energy transmission in case of the disturbance or fault. The
OL index is:

OLi ¼ pli=plim
li ð19Þ
DIi b11 b12 b13 w1

Sfi b21 b22 b23 w2

OLi b31 b32 b33 w3

Fig. 4. Consist of individual solutions.
Sf index
Different from the distribution power system, these two opera-

tion modes are the main feature for a microgrid. The system fre-
quency will have an impact on the power quality of sensitive
loads under the grid-connected mode, however, under the islanded
mode, the system frequency will be the essential condition for
microgrid connecting to the large power grid again. So take the
ratio of system frequency and the active power shortage as the per-
formance index – sfi = ofi/opi, and consider sevfi as a weighted factor
of sfi.

sevfi ¼
ð49:9� fiÞ=49:9 fi � 49:9 Hz
0 49:9 Hz � fi � 50:1 Hz
ðfi � 50:1Þ=50:1 fi � 50:1 Hz

8><
>: ð20Þ

For the system frequency, the Sf index is:

Sfi ¼ @fi=@pi � sevfi ð21Þ
Vulnerability assessment system

Fig. 3 illustrates the vulnerability assessment system of a
microgrid. Define the whole vulnerability value of a microgrid as
the product of Vo with Vs. Moreover, Vo can be expressed as the
weighted sum of each operation index, and Vs can be described
as the product of each structure index.

Additionally, the ISVi and ISV can be expressed in the following,
respectively:

ISVi ¼ Vs � Vo ¼ Bicos � ðw1DIi þw2Sfi þw3OLiÞ ð22Þ

ISV ¼
XNB;NL

i¼1

ISVi ð23Þ

where, the weighting factors are calculated by the hierarchy judg-
ment matrix listed below (Table 1).

Fi ¼
ffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffi
bi;1 � bi;2 � bi;3

3
q

i ¼ 1;2;3 ð24Þ

X
F ¼ F1 þ F2 þ F3 ð25Þ

wi ¼ Fi=
X

F i ¼ 1;2;3 ð26Þ
3. Problem formulation

In general, reconfiguration problem is certainly a mixed integer
nonlinear optimization problem to find a best configuration of
Vulnerability assessment s

Structure indices
 Vs

Betweenness
B

Failure probability
γ os

Volt

Fig. 3. Vulnerability assessme
radial network [26,27]. Therefore, the MR model in this paper is
built based on the vulnerability assessment system. The objective
function of the problem is formulated to minimize the vulnerabil-
ity value reduction in a microgrid, which is given by

Min ISV ¼ f ðXi;XPCCÞ
ISV ¼
X

Bicosðw1DIi þw2Sfi þw3OLiÞ ð27Þ

Subject to
(a) Microgrid power flow equation
ystem 

age qua
DI

nt syste
AP ¼ D ð28Þ
(b) VAI limits
½DIi;OLi; Sf � 2 Vsp
o ð29Þ
(c) Radial structure of microgrid
gk 2 Gk ð30Þ
(d) Limit of switching numbers
N � Nmax ð31Þ
The objective function aims at the minimal vulnerability value of
the microgrid by changing the status of feeder switches and PCC.
Take the constraints about power flow and vulnerability indices
into consideration to ensure the convergence of power flow and
limit the VAI value. In addition, the electrical network should be
radial configuration in the case of the final solution. Finally, in case
of switching frequently, the constraints about operation number of
switches must be limited.
in microgrid

Operation indices
Vo

lity Line flow
OL

System frequency
Sf

m of microgrids.



Fig. 5. Flow chart.

Fig. 6. Structure of CERTS.
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Overviews of SVAPO algorithm

The SVAPO is a new powerful population search algorithm
derived from Newton’s second law due to its excellent convergence
characteristics. Every individual is one of the feasible solutions
among the population members, which adjusts their movement by
the inertia and the force from other individuals. The one-dimen-
sional search vector is contributed to guide the searching movement
in case of the local minimal. The global optimal solution is defined as
the best position which the searching group has been experienced.
The fitness function is developed to evaluate the quality of solutions.
The individual updates the mass continuously. However, as the mass
varies, the force will vary in order to update the speed and position of
individuals. The main steps of SVAPO are as follows [28,29]:

Step (1) Initialize the individual initial parameters.
Step (2) Calculate the individual mass and force.
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Table 2
Betweenness and fault probability.

Bus 1 2 3 4 5

Betweenness 18 51 113 35 18
cos 0.004 0.003 0.002 0.003 0.003
Bus 6 7 8 9 10
Betweenness 102 18 65 99 18
cos 0.002 0.003 0.003 0.003 0.004
Feeder 3–6 3–8 3–9 6–1 6–2
Betweenness 84 60 84 18 48
cos 0.005 0.003 0.004 0.002 0.003
Feeder 6–5 8–4 9–7 2–10
Betweenness 18 34 18 18
cos 0.002 0.002 0.002 0.001



Table 3
Vulnerability of microgrid (per-unit value: 10�2).

Bus Vulnerability

This paper [7] [10]

1 21.694 1.320 0.82
2 152.349 5.035 1.25
3 199.490 15.132 3.86
4 20.319 4.720 1.17
5 49.503 3.901 1.30
6 20.569 8.772 2.83
7 16.420 1.543 0.66
8 34.913 8.421 1.63
9 98.348 10.187 3.11
10 18.652 1.113 0.50
11 51.011 2.891 0.98
12 124.692 8.273 2.89
Feeder

This paper [7] [10]
3–6 247.609 12.117 3.57
3–8 36.221 9.457 2.72
3–9 49.270 18.030 3.92
6–1 8.622 2.891 2.02
6–2 88.096 11.982 3.61
6–5 9.372 2.314 2.13
8–4 8.975 4.540 2.30
9–7 6.072 7.201 2.42
2–10 4.215 3.889 2.27
9–11 28.395 9.782 2.76
11–12 128.365 10.031 2.87

Table 4
Results of reconfiguration.

Method Case Scheme PCC ISV Iteration

SV-APO Fault 	3, 	4, 	12, 	16 0 57.23 28
GA Fault 	3, 	5, 	12, 	16 0 58.03 73
SV-APO Power quality 	13, 	15 L5 = 0.188 1 21.43 13
GA Power quality 	13, 	15 L5 = 0.188 1 21.43 62
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Step (3) Initialize the individual movement.
Step (4) Compute the shrinkage factor and update the
individual.
Step (5) Check the termination criterion.

These steps are described in the next five subsections.

Initialize the parameters

At first, initialize the individual to get the position and speed
vectors randomly in N-dimensional space. Then the optimal adap-
tive value of each individual is marked as xbest Fig. 4 depicts the
composition of each individual. The left part shows the status
of feeder switches, and the right part shows the status of PCC.
The individual mass should be calculated before the force brings
on.
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Calculate the mass and force

The particle mass should be calculated before the force press on
the individual.

mi ¼ e½f ðxbestÞ�f ðxiÞ�=½f ðxworstÞ�f ðxbestÞ� ð32Þ

Define Gi ¼ fxj f ðxj < FðxiÞ;8
		 xj 2 Ag and Wi ¼ fxj f ðxj P FðxiÞ;

		
8:xj 2 Ag as two sets respectively, in which the individual is better
and worse than ith individual. In addition, the distance between
ith individual and jth individual can be written as kxj � xik ¼ffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiffiPn

k¼1ðxj;k � xi;kÞ2
q

: The direction vector rij
!

from jth individual to

ith individual is specified as

~rij ¼ ½rij;1; rij;2 � � � rij;n� ¼
1 if xj;k > xi;k

0 if xj;k ¼ xi;k

�1 if xj;k < xi;k

8><
>: ð33Þ

The force bringing on ith individual from jth individual can be com-
puted as

Fij

!
¼

Fij;1

Fij;2

� � �
Fij;n

2
6664

3
7775 ¼ Gmimjkxj � xik~rij xj 2 Gi

�Gmimjkxj � xik~rij xj 2Wi

(
ð34Þ
Initialize the individual movement

The iterative equations of the speed and position vectors of
individual i in kth dimension are listed in the following:

v i;kðt þ 1Þ ¼ wv i;kðtÞ þ kFi;k=mi ð35Þ

xi;kðt þ 1Þ ¼ xi;kðtÞ þ v i;kðt þ 1Þ ð36Þ
Fig. 10. The optimization process of SV-APO algorithm in fault.
Compute the shrinkage factor and update the individual

Furthermore, in case of boundary violation for individual, a sim-
plified method is described below

xi;k ¼
xu

k if xi;k > xu
k

xl
k if xi;k < xl

k



ð37Þ

To keep the direction of the individual, b⁄ is adopted to bring the
solution out of boundary back to the solution space.

bk ¼
xu

k � xi;kðtÞ
� �

= xi;kðt þ 1Þ � xi;kðtÞ
� �

if xi;kðt þ 1Þ > xu
k

xl
k � xi;kðtÞ

� �
=½xi;kðt þ 1Þ � xi;kðtÞ� if xi;kðt þ 1Þ < xl

k

(
ð38Þ

Therefore, use the minimal contraction coefficient b⁄ to bring the
position vector xi back to the problem space.

b� ¼minfbkg b� 2 ð0;1� ð39Þ

The final iterative equations of the position vectors is expressed as

xi;kðt þ 1Þ ¼ xi;kðtÞ þ b�v i;kðt þ 1Þ ð40Þ

However, when it is hard to make sure all the individual feasible, a
one-dimensional searching method is presented to help find the
solution in the direction of speed vectors, and the violation con-
straint function u(x) is suggested to check the feasibility. If the indi-
vidual moves out of the solution space, a factor a (shown in (40))
regarded as the step length is used to the iterative equations to
ensure the minimum constraints violation.

xiðt þ 1Þ ¼ xiðtÞ þ av iðt þ 1Þ;a 2 ½0;b�Þ ð41Þ

min
a2½0;b�Þ

/ðxiðt þ 1ÞÞ ¼ min
a2½0;b�Þ

/ððtÞ þ aViðt þ 1ÞÞ ð42Þ
Check the termination criterion

The SVAPO is terminated when the criterion has been satisfied.
Otherwise, step 2 and step 3 are repeated.

The flow chart is illustrated in Fig. 5.

Case study and results

In order to demonstrate the effectiveness of the proposed
method using SVAPO, it is applied to two test systems including
CERTS [30] and 38-bus microgrid. The simulation has been pro-
grammed in MATLAB 2009a carried on a computer with Pentium
IV, core 2, 1.6 GHz, 2 GB RAM.

CERTS microgrid

The test system is CERTS microgrid with 2 tie switches, 15 sec-
tionalizing switches and 1 PCC switch illustrated in Fig. 6. The
parameters of SVAPO algorithm are k 
 Uð0;1Þ and x e (0.4, 0.9).

This paper has assumed that the microgrid is connected to the
large power grid at first, that means XPCC = 1, and the large power
grid transmits power energy to the microgrid. The structure
parameters of the CERTS are listed in Table 2. The vulnerability
indices of operation status are illustrated from Figs. 7 and 8.

According to Table 2, Figs. 7 and 8, substitute with the data
above in (22) to get the vulnerability value of the microgrid
described in Table 3.

From Table 3, the importance of loads is different, so is the vul-
nerability value of buses and lines. However, the vulnerability
value of sensitive loads (L1, L2) is high, which reflects the main



Fig. 11. The optimization process of GA algorithm in fault.

Fig. 12. 38-Bus microgrid system.
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feature of a microgrid—the voltage quality and the power energy
transmission management. In addition, two other different meth-
ods explained in reference have been chosen to compare the per-
formance of the method proposed in this paper. The results verify
the correctness of the proposed method in this paper.

Consider the power grid fault and the decline of power quality
of sensitive loads, respectively. Table 4 shows the reconfiguration
results. Fig. 9(a and b) illustrate the operation VAI in each case.
And the comparison of iteration convergence of algorithm is
presented in Figs. 10 and 11.

From Table 4 and Fig. 9(a and b), the vulnerability of each oper-
ation index varies with the different disturbances Therefore, it is
necessary to adopt different dispatching modes. When the fault
happened, the microgrid should immediately switch to the island-
ed operation mode according to the analysis of the vulnerability
assessment system. Then, islanded reconfiguration of CERTS micro-
grid can not only supply the power shortage, but also ensure the
high power quality for sensitive loads (L2 has been isolated from
the rest system) by shedding a number of interruptible loads.

When the decline of the power quality of L1 happened, it is nec-
essary to adjust the control strategy right now according to opera-
tion principle of a microgrid. Whereas, the reconfiguration scheme
under the grid-connected mode is able to meet the power quality
of sensitive loads, there is no need to open PCC switch so that
the operation cost and difficulties are reduced. The reconfiguration
scheme aims at minimizing the vulnerability value of a microgrid
as well as satisfying the constraints to prevent the occurrence of
cascading failure. Moreover, from Figs. 10 and 11, the convergence
of SV-APO algorithm put forward in this paper is faster than the GA
algorithm, especially in complicated calculation In the process of
iteration, the GA algorithm is easy to be local convergence. On
the contrary, the SV-APO algorithm can get the global optimal
solution quickly and accurately which will provide a strong techni-
cal support to the research in the future.



Table 5
Vulnerability of typical buses.

Bus Vulnerability Feeder Vulnerability

3 65.701 3–28 31.603
4 45.315 3–36 41.102
8 32.393 4–47 33.794
9 34.663 8–68 24.527

11 12.276 9–55 12.166
12 21.125 11–53 20.305

5 4.458 12–51 3.073
12 24.093 18–19 12.711
28 11.715 24–25 7.776
36 8.256 40–41 4.206
47 13.987 44–45 9.269
53 6.963 59–60 3.769
55 10.492

Table 6
Results of reconfiguration after fault.

Method Case Scheme PCC ISV Iteration

[32] Fault 6–7,14–15,32–33,18–33 1 943.220 84
[33] Fault 11–12,13–14,30–31,25–29 1 915.403 44
APO Fault 10–11,13–14,31–32,25–29 1 911.727 42
SV-APO Fault 10–11,13–14,31–32,25–29 1 911.727 32
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Fig. 13. Vulnerability of each operation index using SVAPO.
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38-bus microgrid

Fig. 12 is a 38-bus microgrids with 5 tie switches, 32 sectional-
izing switches and 1 PCC switch. Configuration, loads, lines and tie
lines data are taken from [31]. The vulnerability value of typical
buses and feeders is described in Table 5.

Similar to CERTS system, this test system is also simulated for
reconfiguration based on vulnerability assessment. The results of
reconfiguration after line 2–3 fault are illustrated in Table 6.
Figs. 13 and 14 show the vulnerability of each operation indices
and comparison of each optimization algorithm.

From Fig. 13, it is observed that the sensitivity of buses and lines
near the fault point is increasing heavily. Table 6 and Fig. 14 show
the performance of the SVAPO is better than other algorithm pre-
sented in several references in terms of the quality and conver-
gence of solutions.
Conclusions

The MR problem has been investigated using application of
SVAPO algorithm based on the microgrid mathematical model
and vulnerability assessment system. The vulnerability assessment
system was used to present the microgrid vulnerability consider-
ing the topological parameters and operational parameters. Devel-
oped method has been tested for CERTS and 38-bus microgrids
under several scenarios. The results show that the vulnerability
assessment system is proposed on the foundation of structural
characteristics and operation status of microgrids, which over-
comes the one-sidedness of traditional assessment methods to
identify weak points effectively. The results show that the MR
reconfiguration problems were formulated to minimize the total
vulnerability of microgrids considering the grid-connected/island-
ed modes. The computational results obtained using SVAPO algo-
rithm was better than GA algorithm. The performance of SVAPO
algorithm proves to provide theoretical and practical basis for sub-
sequent engineering applications as well as a reference for mainte-
nance and management of the power grid.
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